
 
 

 

PRIVACY STATEMENT 

DATA PROCESSING OPERATION: ‘EPPN PLATFORM DATABASE’ 

1. Introduction 

EPPN, the European Network for Pilot Production Facilities and Innovation Hubs – is 
the world’s first single entry point dedicated to promote accelerate the development 
of technology enabled products through an interactive business to business digital 
marketplace linking technology providers with technology up takers, and by 
facilitating cross-border access to specialized facilities and expertise.  

EPPN interactive digital platform connects Pilot Production Facilities and Open 
Innovation Testbeds (OITBs) with technology users (SMEs, startups and large 
enterprises) and also brings together different actors along value chains. 

Once registered in the platform, users have the opportunity to show case their 
services, look for solutions in terms of technology and expertise, exchange 
information, build collaborations and increase business opportunities. Apart from the 
typical functionalities of a digital marketplace, the platform also allows for 
matchmaking and social networking facilities without typical search. 

EPPN digital platform integrates other databases, namely the KET Technology 
Centres and the Digital Innovation Hubs catalogue, and thus allowing the access to 
an extended network of high-quality and reliable infrastructures and expertise in 
digital technologies and other key enabling technologies. 

Overall, EPPN aims to facilitate transnational access to high-quality, reliable 
infrastructures, expertise and services for a faster market entry and increased return 
from investment in research and this way contribute to the competitiveness of 
European industry. 

The EPPN project has received funding from European Union programme (H2020) 
under grant agreement No. 768681. The EPPN Consortium is composed by the 
following partners: 

1. International Iberian Nanotechnology Laboratory (INL) 

2. Cambridge Nanomaterials Technology LTD (CNT) 

3. Onvega AB (Onvega) 

4. Fundacion Idonial (IDONIAL) 

5. MBN Nanomaterialia SPA (MBN) 

6. Acondicionamiento Tarrasense Associacion (LEITAT).  

2. Purpose 

The purpose of this data processing operation is to provide, operate, manage, 
maintain, and enhance the EPPN Platform and allow users to make use of the 



 
 

Platform. The purposes include communication of the project publications, events 
announcements, dissemination of the EPPN activities; information about the EPPN 
project, services and contests; to promote innovation and technology transfer; to 
send survey forms and other communications activities.     

3. Description of the data processing operation 

The Personal Data is stored in a database of EPPN Consortium named “EPPN Platform 
Database”. 

4. Data processed 

The data processed, including personal data, contain the following: complete name, 
nationality, place of work, department and position held, e-mail address, gender, 
date of birth, address, and phone number. 

5. Controller of the processing operation 

The ONVEGA AB, is responsible for the management of the data processed under 
this operation. 

6. Legal Basis 

The processing of personal data is required to contact and receive information 
regarding the activities developed by the EPPN Project. Therefore, not providing the 
required personal data or not accepting the privacy statement concerning this data 
processing operation will render it impossible to register, submit or receive 
information regarding said activities. In accordance with the Regulation UE no. 
2016/679 (General Data Protection Regulation), where applicable, as well as any 
other legislation or regulatory requirements in force from time to time which apply 
to each Party relating to the use of personal data, the EPPN Consortium assures that 
the personal data obtained from your submission will be incorporated into a record, 
property of the EPPN Consortium, having implemented all security measures. 

7. Security Measures 

The EPPN Consortium shall ensure that it has in place appropriate technical and 
organisational measures to protect against unauthorised or unlawful processing of 
Personal Data and against accidental loss or destruction of, or damage to, 
Personal Data, appropriate to the harm that might result from the unauthorised or 
unlawful processing or accidental loss, destruction or damage and the nature of 
the data to be protected, having regard to the state of technological development 
and the cost of implementing any measures.  

8. Recipients of the data 

The EPPN Consortium will have access to the personal data, as well as the project´s 
contractors and, if requested, the Program Managing Authorities (H2020). 

https://ec.europa.eu/programmes/horizon2020/en/


 
 

Contractors are defined as service providers engaged by the EPPN Consortium to 
perform specific tasks related to the execution of the EPPN Project. Contractors shall 
have access to personal data on a specific need-to-know basis, they shall be made 
aware of this privacy statement and they shall undertake obligations no less onerous 
than those contained in this statement.  

Personal data will not be used for other purposes than those described above. Except 
for the situations referred to in the previous paragraphs they will not be disclosed to 
any third parties. 

9. Legality of processing 

Processing is necessary for the performance of the tasks carried out on EPPN Project, 
under Grant Agreement nº 768681. 

10. Provision, access and rectification of the data 

Each person has the right to access his or her own personal data and the right to 
correct any inaccurate or incomplete personal data, as well as to request the removal 
of his or her personal data, which will be implemented within 10 working days after 
your specific request will be deemed legitimate. Queries concerning the processing 
of personal data may be addressed to the following email: info@eppn.eu 

11. Time limit for storing data 

Records shall be retained for a period of up 5 years after the project is terminated, 
or until the request for removing the personal data from our database. 
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